
Aprima 
Application Service Provider Privacy & Security Policies 

 

Access 
Access is restricted to the specific customer for their database. Our support team 
also has access when appropriate to support the customer. 

Authorization The customer authorizes which users they want access to the system. 

Authentication This is done via Active Directory, no passwords are stored in our application. 

Audit The product has an audit functionality built into the product. 

Secondary Uses 
of Data 

We can use deidentified data for certain allowed purposes. 

Data Ownership Customer owns the data. 

 


